Politica de Privacidade

A CELL.KOMUNIKACIJA Sp. z 0.0. (doravante “WW IQ Test”, “nds”, “nosso” ou “empresa”) respeita a privacidade dos
usuarios do site (doravante “usuario” ou “vocé”) e se compromete a proteger seus dados pessoais. Acreditamos
que vocé tem o direito de ser informado sobre quais informac¢des podemos coletar e como as utilizamos quando

acessa https://ptr.wwigtest.com/ e seus subdominios (coletivamente, “site”). Convidamos vocé a ler atentamente

as informacdes aqui apresentadas, para entender as politicas de tratamento de dados pessoais da WW IQ Test e
como tratamos seus dados. Os termos definidos com letras maiusculas, mas nao especificados aqui, sao definidos

nos Termos e Condi¢Bes disponiveis em https://ptr.wwigtest.com/terms-conditions/, e esta politica de privacidade

é parte integrante desses Termos e Condic¢des.
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1) Quem somos

Controlador de dados
O controlador dos seus dados pessoais € a CELL.KOMUNIKACIJA Sp. z 0.0., registrada na Polonia com sede em

Cracovia (doravante “WW IQ Test”, “nds”, “nosso” ou “empresa”).

Escopo desta politica

Esta politica de privacidade aplica-se ao site https://ptr.wwiqgtest.com/ e seus subdominios, bem como aos

servi¢cos que oferecemos (incluindo os resultados do teste WW IQ Test, como pontuacao de QI, certificado,


https://ptr.wwiqtest.com/
https://ptr.wwiqtest.com/terms-conditions/
https://ptr.wwiqtest.com/

relatorio, e o servico de treinamento cerebral IQBooster, doravante “Servicos”).

Relacao com os Termos e Condicoes
Esta politica de privacidade é parte integrante dos Termos e Condi¢des disponiveis no endereco

https://ptr.wwigtest.com/terms-conditions/ e se integra a eles.

Ambito Global de Aplicacdo; Aviso da Califérnia
Esta politica aplica-se globalmente. Se vocé reside na Califérnia, para informacdes especificas sobre a legislagao

da Califérnia, consulte o Aviso de Privacidade da Califérnia (Secao 12).

Ambito de Exclusdo
Esta politica ndo se aplica a sites, servicos ou plataformas de pagamento de terceiros que nao estdo sob o nosso
controle (por exemplo, provedores de servicos de pagamento independentes). As politicas de privacidade de tais

terceiros sao regidas pelas suas respectivas politicas.

2) Definicoes principais

e Dados pessoais — Informacdes relativas a uma pessoa identificavel ou identificada (por exemplo, nome,
endereco de e-mail, endereco IP, ID da conta, histérico de compras, resultados/testes pontuacdes, historico
de solicitacdes, etc.).

o Tratamento — Operacdes realizadas com os dados pessoais (coleta, registro, organiza¢dao, armazenamento,
uso, divulgacdo, transferéncia, exclusao, etc.).

e Controlador/Responsavel pelo tratamento — O controlador de dados é a pessoa que determina as
finalidades e os meios do tratamento dos dados pessoais, enquanto o responsavel pelo tratamento é aquele
gque processa os dados em nome do controlador.

e Provedor de servicos — De acordo com a legislacdao da Califérnia, € uma empresa que processa os dados
pessoais para fins comerciais em nosso nome e que tem restricdes contratuais sobre o uso desses dados
para outros fins (semelhante a um responsavel pelo tratamento sob o GDPR).

o Terceiros/Responsavel independente pelo tratamento — Empresa que ndo € um provedor de servi¢os e
que processa os dados pessoais para seus proprios fins (por exemplo, uma plataforma de pagamento como
PayPal, que processa os dados para seus proprios fins).

e Venda (Califérnia) — De acordo com a legislacao da Califérnia, divulgar ou fornecer dados pessoais a
terceiros em troca de uma compensacao monetaria ou outro valor.

o Compartilhamento (Califérnia) — Divulgar ou fornecer dados pessoais a terceiros para direcionamento
comportamental através de sites ou aplicativos. Isso pode ocorrer sem compensacao monetaria.

e Publicidade direcionada — Exibir anuncios baseados nas atividades do usuario em sites ou aplicativos
(também conhecida como publicidade comportamental).

e Dados sensiveis (SPI) — Dados sensiveis definidos pela legislacao da Califérnia ou pelo GDPR (por exemplo,
senhas de acesso a conta, informacdes precisas de localizacdo, numeros de identificacdo do governo,
informacdes financeiras, dados de saude ou biométricos). Os tipos de SPI que processamos e como 0s
utilizamos estao descritos nas Sec¢des 3-5 e 12.

o Cookies/Tecnologias de rastreamento — Pequenos arquivos, pixels, SDK ou tecnologias semelhantes que
sao armazenados ou lidos no dispositivo ou no navegador, usados para fun¢des essenciais, analises,
seguranca/prevencao de fraudes, publicidade (quando aplicavel). As configuracdes para as op¢des estao
indicadas nas configuracdes de cookies e na Secdo 6.

e Configuracoes de cookies/SDK — Escolhas do usuario nas ferramentas de consentimento ou nas
configuragdes para controlar cookies/SDK ndo essenciais (por exemplo, andlise, publicidade, etc.).

3) Informacoes que coletamos


https://ptr.wwiqtest.com/terms-conditions/

Coletamos as seguintes informacdes quando vocé utiliza o site ou os servi¢cos, quando nos contata ou interage
conosco de outra forma. Algumas dessas informacgdes sao coletadas diretamente de vocé, outras sdo coletadas
automaticamente do seu dispositivo ou navegador, e outras ainda podem ser recebidas de fornecedores de

servicos (por exemplo, servicos de pagamento ou analise).

3.1 As informacdes que vocé fornece

o Informacgoes da conta e de contato: nome, enderec¢o de e-mail, informacdes de autenticacdo da conta (veja
comentarios SPI abaixo), configura¢des de contato.

» Participacao no teste e resultados: informacdes sobre como vocé participa do teste WW IQ Test (por
exemplo, perguntas respondidas, respostas selecionadas, marcacao de tempo, data do teste), pontuacao de
IQ, detalhes do certificado e relatérios gerados com base na sua participacao.

e Comunicag¢des de suporte: mensagens enviadas por meio de formulario ou e-mail (incluindo o ID do teste
fornecido) e intera¢cdes conosco para qualidade de servico e melhoria de desempenho.

o Escolhas de marketing: configuracdes de inscricdo/desinscricdo e preferéncias relacionadas.

3.2 Informacgodes coletadas automaticamente (dispositivo, atividade, cookies)

o Dados do dispositivo e da tecnologia: tipo/versdao do navegador, sistema operacional, resolucao de tela,
configuracdes de idioma, identificadores do dispositivo (por exemplo, endereco IP, ID de cookie, ID
mdavel/publicitario, etc.), registros diagndsticos.

» Dados sobre atividade e intera¢ao: paginas visualizadas no site, links clicados, tempo gasto em uma pagina,
paginas de referéncia/saida, clickstream/atividade dentro do site e dos servi¢os.

o Informacgodes sobre a localizacao aproximada: Localizacdo baseada em IP para prevencdo de
fraudes/seguranca, localizacao do servico e analise. Nao coletamos informacdes de localizagdo precisa (em
nivel de GPS).

o Cookies/SDK: Informamos que nds e nossos fornecedores de servigos utilizamos cookies, pixels, tags e
outras tecnologias para funcionalidades essenciais, seguranca, analise e publicidade (quando aplicavel). Para
mais detalhes e op¢des, consulte a Secao 6 (Cookies, Andlise e Publicidade) e as Configuracdes de Cookies.

3.3 Informacodes relacionadas a compras e pagamentos

e Processamento de pagamentos: Quando vocé faz uma compra, o0 pagamento € processado pelos nossos
fornecedores de pagamento (por exemplo, Stripe, SolidGate, PayPal). Ndo armazenamos o numero completo
do cartao de pagamento em nosso sistema. Podemos receber uma referéncia tokenizada, metadados da
transacao e, se aplicavel, os ultimos 4 digitos do cartdao para prevencao de fraudes e suporte ao cliente.
Alguns fornecedores de pagamento (por exemplo, PayPal) atuam como responsaveis independentes pelo
tratamento e o uso dos seus dados é regulado pela sua politica de privacidade. Nao armazenamos o0 numero
completo do cartao de pagamento ou o CVV em nossos sistemas. Recebemos uma referéncia tokenizada e
metadados limitados do fornecedor de pagamento.

3.4 Informacgdes coletadas de outras fontes

o Fornecedores de servicos e parceiros: Podemos receber dados limitados de ferramentas de analise,
prevencao de fraudes e suporte (por exemplo, métricas agregadas sobre o uso, diagndstico de erros ou
informacdes sobre a localizacdo aproximada com base no IP).

e Fontes publicas ou comerciais: Onde permitido por lei, podemos utilizar informacg¢des ou conjuntos de
dados publicamente disponiveis para complementar os registros e manter sua precisao, ou usa-los para
prevencado de fraudes e melhoria do servico.



3.5 Inferéncias geradas por nés

o Inferéncias baseadas nos servigos: Podemos gerar inferéncias baseadas nas suas atividades ou na
participacdo no teste (por exemplo, agrupar pontuacdes ou criar relatdrios, ou gerar segmentos para
melhoria do servi¢o). Essas inferéncias ndo sao usadas para tomar decisdes legais ou outras decisdes
significativas.

3.6 Dados sensiveis (SPI)

e SPI considerados aqui: Podemos processar informac¢des de acesso a conta ou senhas, que sao tratadas
como dados sensiveis (SPI) de acordo com algumas leis.

e Objetivo e limitagdes: SPI sdo usados apenas para fins permitidos, como autenticacdao, seguranca e
prevencado de fraudes. Nao usamos SPI para fazer inferéncias sobre suas caracteristicas pessoais.

o Informacgodes nao coletadas: Nao coletamos informac¢des como numeros de identificacdo emitidos pelo
governo, informacdes precisas de localizacdo ou dados de categorias especiais (por exemplo, dados de
saude/biométricos) dos servicos.

e Nao oferecemos a opc¢ao “Limitar o uso dos meus dados sensiveis”: Usamos SPI apenas para fins de
autenticacdo, seguranca e prevencao de fraudes e ndo para fazer inferéncias sobre suas caracteristicas
pessoais, portanto, ndo oferecemos essa opc¢ao.

3.7 Dados combinados; links para outras secoes

Podemos combinar as informac¢des descritas acima (por exemplo, dados do dispositivo e dados da conta) para a
operacao do servico, seguranca e melhoria, conforme necessario. Se dados nao pessoais forem vinculados a
dados pessoais, trataremos esses dados como dados pessoais enquanto essa vinculagao existir. Mais detalhes
sobre o uso, compartilhamento, retencao e transferéncia de dados estao contidos nas Sec¢des 5-9, enquanto a
politica de privacidade da Califérnia (incluindo o mapeamento das categorias dos ultimos 12 meses) esta na Se¢ao

12 (Politica de Privacidade da Califérnia).

4) Fontes dos dados pessoais

Coletamos dados pessoais das seguintes fontes:

4.1 Diretamente de vocé quando utiliza o servico (por exemplo, participando de um teste, solicitando resultados,
criando/gerenciando uma conta), quando nos contata (por meio de formularios, e-mails), quando configura

preferéncias de marketing ou participa do suporte ao cliente.

4.2 Automaticamente do seu dispositivo/navegador Dados técnicos e de uso coletados durante o acesso ao
site (por exemplo, endereco IP, detalhes do dispositivo e do navegador, idioma, paginas visualizadas, links
clicados, timestamp) e cookies/SDK para funcionalidades essenciais, seguranca/prevencao de fraudes, analise,
publicidade (se aplicavel). Para mais detalhes, consulte a Se¢do 6 (Cookies, Analise e Publicidade) e as

Configuracdes de Cookies.

4.3 Fornecedores de pagamento Recebemos metadados de pagamento limitados dos fornecedores de
pagamento (por exemplo, Stripe, SolidGate, PayPal) durante a compra. Nao coletamos nem armazenamos o
numero completo do cartdo. Alguns fornecedores (por exemplo, PayPal) atuam como responsaveis
independentes pelo processamento, e o processamento de dados deles segue a politica de privacidade do

fornecedor.



4.4 Fornecedores de servicos (controladores de dados) Os fornecedores que apoiam a operacao e a seguranca
do servico (por exemplo, hospedagem/CDN, analise, prevencao de fraudes, monitoramento de seguranca,
ferramentas de suporte ao cliente, envio de e-mails) podem fornecer dados agregados, diagndstico de erros,

sinais de fraude ou dados de interacdo em nosso nome.

4.5 Canais de suporte e comunicac¢ao Coletamos as informac¢des enviadas nas mensagens para nos (incluindo
IDs de pedidos/testes anexados) e recebemos metadados relevantes dos nossos sistemas de help desk e e-mails

para garantir a qualidade e resolver quaisquer problemas.

4.6 Fontes publicas/comerciais Onde permitido por lei, podemos integrar informagdes de registros publicos ou
conjuntos de dados comerciais para manter a precisao ou para fins de prevencao de fraudes e melhoria dos

Sservicos.

4.7 Acesso via Single Sign-On/Acesso por terceiros (se aplicavel) Se vocé acessar o servico por meio de um
acesso de terceiros ou SSO, recebemos os detalhes da conta (por exemplo, e-mail, nome) do provedor de tal

servico conforme suas configuracdes e a politica de privacidade do provedor.

4.8 Dados combinados Combinamos as informacdes obtidas pelas fontes mencionadas acima (por exemplo,
dados do dispositivo e dados da conta) para a operacao, seguranca e melhoria do servi¢co, conforme necessario.
Se dados nao pessoais forem vinculados a dados pessoais, tratamos esses dados como dados pessoais enquanto

essa vinculacdo existir.

5) Finalidades da coleta e do tratamento dos

dados

Utilizamos os dados pessoais para a operacdo, seguranca e melhoria do servi¢o. Para cada uma das seguintes
finalidades, indicamos a base juridica principal do GDPR (e, se aplicavel, uma base juridica secundaria) para o

tratamento.

5.1 Fornecimento de servicos (testes/resultados), gestao de conta e execucao de compras/assinaturas Por
exemplo: aplicar testes; gerar e fornecer resultados de Ql/certificados/relatérios; fornecer acesso ao IQBooster;
manter perfis e configuracdes; processar pedidos e atualiza¢des; enviar mensagens relacionadas ao

servi¢co/transacdes (por exemplo, recibos, confirmacdes de alteracao de plano gratuito para pago).

5.2 Suporte ao cliente e comunicag¢ao Por exemplo: responder a perguntas, resolver problemas, lidar com
reclamacdes e reembolsos (se aplicavel), notificar atualiza¢bes importantes sobre os servi¢cos ou alteracdes nos

termos de servico/privacidade.

5.3 Seguranca, prevencao de fraudes e deteccao de abusos Por exemplo: autenticacao de login; protecao da
conta; deteccdo/prevencado de fraudes, spam ou abusos; monitoramento e aplicacao dos termos de servico;

protecdo dos servicos e usuarios.

5.4 Analise do servico, desempenho, melhorias Por exemplo: medicao de uso; diagndstico de erros; melhoria de
conteudos, questionarios e experiéncia do usuario; desenvolvimento de novas funcionalidades; agregacao de

estatisticas; realizacao de testes A/B com cookies/SDK opcionais (mediante consentimento, se necessario).

5.5 Personalizacao e geracao de inferéncias Por exemplo: geracao de inferéncias com base na participacdao em

testes (por exemplo, segmentacao baseada em pontuacdes) e criacao de relatdrios, personalizando a experiéncia



no servi¢o. Nao utilizamos essas inferéncias para tomar decisdes legais ou outras decisdes significativas.

5.6 Marketing (onde permitido) e abordagem Por exemplo: envio de e-mails sobre produtos semelhantes
comprados; newsletters/promoc¢des opcionais; medicdo da eficacia das campanhas; (se aplicavel) publicidade de
nossos servicos. Cookies/SDK ndo essenciais para publicidade/retargeting sdo usados somente apds o

consentimento, se necessario.

5.7 Pagamentos, contabilidade, impostos, conformidade Por exemplo: processamento de
pagamentos/reembolsos por meio de fornecedores de pagamento (por exemplo, Stripe, SolidGate, PayPal);
manutenc¢do de registros de transacdes; gestao de solicitacdes sobre direitos dos consumidores; conformidade

contabil, fiscal e regulatoria.

5.8 Protecao dos nossos direitos, seguranca, interesses legitimos Por exemplo: afirmacdes ou defesas legais;
resposta a solicitacdes legitimas; prevencao de danos; resposta a incidentes de sequranca; aplicacdo dos termos

de servico.

5.9 Onde é necessario o consentimento; revogacao do consentimento Se nos basearmos no consentimento
(por exemplo, para cookies/SDK nao essenciais ou marketing especifico), vocé pode revogar o consentimento a
qualquer momento. Isso pode ser feito por meio das configura¢des de cookies ou do link “Cancelar inscricao” nos
e-mails (ou entrando em contato conosco diretamente). A revogacao nao afetara o tratamento legitimo realizado

antes da revogacao.

5.10 Dados sensiveis (SPI) — Uso limitado Processamos dados de acesso e senhas (Qque em algumas jurisdi¢des
podem ser considerados SPI) apenas para fins permitidos, como autentica¢do, seguranca ou prevencao de

fraudes. Nao utilizamos SPI para fazer inferéncias sobre suas caracteristicas pessoais.

5.11 Objecoes e direitos de escolha Se processarmos dados com base em interesses legitimos, vocé tem o
direito de se opor ao tratamento em relacdo a sua situa¢ao. Respeitaremos sua solicitacao, a menos que haja
motivos legitimos para o tratamento ou se for necessario para processos legais. Vocé também pode gerenciar

cookies ndo essenciais nas configura¢des ou cancelar o marketing a qualquer momento.

6) Cookies, Analise e Publicidade

6.1 O que sao essas tecnologias Noés e os fornecedores de servicos utilizamos cookies e tecnologias semelhantes
(por exemplo, pixels, tags, SDK, armazenamento local) para o funcionamento do site, manutencdo de seguranca,

medicdo de desempenho, analise e suporte a publicidade (se permitido).

6.2 Tipos de cookies que utilizamos

e Essenciais (estritamente necessarios): Esses cookies sao necessarios para o funcionamento do site e para
fornecer as funcionalidades solicitadas (por exemplo, login, balanceamento de carga, seguranca/prevencao
de fraudes). Nao podem ser desativados no sistema.

e Analise/Desempenho: Sdo usados para entender como o site € utilizado (por exemplo, visualiza¢bes de
pagina, duracdo das sessdes, diagnostico de erros) e para melhorar o servico.

e Funcionalidade: Armazena suas preferéncias, como idioma e regidao, e melhora as funcionalidades.

e Publicidade/Marketing: Utilizado por nds (ou parceiros) para medir campanhas ou, se aplicavel, para exibir
anuncios sobre nossos servicos.



6.3 Suas opgoes

o Configuracodes de cookies: Os cookies ndo essenciais podem ser gerenciados a qualquer momento atraveés
das configuracdes de cookies (links no cabecalho/rodapé ou banner).

e Configuracdes do navegador: A maioria dos navegadores permite bloquear ou excluir cookies. Bloquear
cookies essenciais pode impedir o funcionamento de algumas funcionalidades.

e Opt-out de analise: Alguns fornecedores permitem limitar a medicdo através de complementos do
navegador ou configuracdes (verifique os recursos do fornecedor, se aplicavel).

6.4 Analise e medicao do servico Utilizamos ferramentas de analise e diagndstico para gerar estatisticas
agregadas, melhorar o desempenho e resolver problemas (por exemplo, tempos de carregamento de paginas,
uso das funcionalidades, relatérios de falhas/erros). Os fornecedores dessas ferramentas agem como nossos

responsaveis pelo tratamento e nao utilizam os dados para fins proprios.

6.5 Publicidade e publicidade comportamental cross-context Se permitido, colaboramos com parceiros
publicitarios ou de medicdo para (i) medir a eficacia das campanhas e (ii) exibir anuncios em nossos servicos com
base em atividades em sites/apps nao relacionados no tempo (conhecido como publicidade comportamental
cross-context ou publicidade direcionada). Cookies publicitarios ndo essenciais podem ser gerenciados nas

configuracdes de cookies.

6.6 Parceiros e divulgacao Colaboramos com os seguintes parceiros: hospedagem/CDN, seguranca/prevencao
de fraudes, gestao de tags, analise/monitoramento, monitoramento de erros, testes A/B, ferramentas de suporte
ao cliente, plataformas publicitarias/marketing. Alguns parceiros atuam como nossos
fornecedores/controladores, enquanto outros (por exemplo, algumas plataformas de pagamento) sao

responsaveis pelo tratamento de forma independente. Consulte suas politicas de privacidade.

6.7 Conservacao A duracao dos cookies varia. Cookies de sessdao expiram quando vocé fecha o navegador.
Cookies persistentes sdo mantidos por um periodo mais longo (por exemplo, alguns meses) até serem excluidos.

A duracado especifica pode ser consultada no navegador ou nas configurac¢des de cookies.

7) Compartilhamento de dados pessoais com

terceiros

Ndo vendemos dados pessoais. Compartilhamos dados pessoais apenas na medida necessaria para as operac¢des

do servico, seguranca e melhoria.

7.1 Funcionarios e empresas afiliadas (na medida necessaria) Dados pessoais podem ser acessiveis aos N0ssos
funcionarios e empresas afiliadas para as operacdes do servico, fornecer suporte e realizar atividades de acordo

com esta politica. Todos os funcionarios sdo obrigados a manter a confidencialidade.

7.2 Fornecedores de servicos/Responsaveis pelo tratamento (de acordo com contrato) Compartilhamos
dados pessoais com fornecedores de servi¢os que atuam como Nossos responsaveis pelo tratamento, com base
em contratos escritos, para garantir que os dados sejam tratados conforme nossas instrucdes e a legislacao

aplicavel. As categorias comuns sdo as seguintes:

e Hospedagem/CDN e infraestrutura (hospedagem do site, distribuicdo de conteudo, armazenamento, backup)



Seguranca e prevencdo de fraudes (deteccao de ameacas, prevencao de abusos, suporte a autenticacdo)

Analise/monitoramento e diagndstico (uso, relatérios de falhas/crashes)

Suporte ao cliente e comunicacdes (help desk, envio de e-mails/SMS)

Processamento de pagamentos e logistica de faturamento (referéncias de pagamento tokenizadas,
metadados de faturas)

7.3 Terceiros como responsaveis independentes Alguns parceiros tratam dados pessoais para fins préprios
como responsaveis independentes. Por exemplo, algumas plataformas de pagamento (como PayPal) ou
plataformas publicitarias/de medicdo. Se vocé escolher esses servicos, serdo aplicados os seus termos de servico

e politicas de privacidade.

7.4 Obrigacodes legais, conformidade e protecao Podemos divulgar dados pessoais para os seguintes fins: (i)
para cumprir com leis aplicaveis, requlamentos, processos legais ou solicita¢cdes governamentais; (ii) para fazer
cumprir os termos de servico, proteger operacdes ou direitos, e responder a solicita¢des leqgais; (iii) para detectar,
prevenir ou resolver fraudes, problemas de seguranca ou técnicos; (iv) para proteger os direitos, a propriedade ou

a seguranca da empresa, dos usuarios ou do publico.

7.5 Transac¢oes empresariais Podemos compartilhar ou transferir dados pessoais em relacao a fusoes,
aquisic¢des, financiamentos, reestrutura¢des, vendas de ativos ou processos de faléncia reais ou previstos. Se
exigido por lei, tomaremos medidas apropriadas para garantir que o destinatario cumpra esta politica ou forneca

prote¢des equivalentes e informaremos os usuarios.

7.6 Dados agregados ou nao identificaveis Podemos compartilhar dados agregados ou nao identificaveis para
fins de pesquisa, analise ou melhoria do servico. Esses dados sao mantidos de forma que ndo possam ser usados

para identificar individuos.

7.7 Transferéncias internacionais de dados Alguns destinatarios podem estar fora da sua jurisdi¢ao (por
exemplo, fornecedores de servi¢os nos Estados Unidos). Para mais detalhes, consulte a Se¢do 8 (Transferéncias

internacionais de dados).

7.8 Publicidade e publicidade comportamental cross-context Se colaborarmos com parceiros publicitarios ou
de medicdo, essas atividades e opcdes estao descritas na Secdo 6 (Cookies, andlise, publicidade). Residentes da
Califérnia devem consultar a Secdo 12 (Aviso de privacidade da California) para “Nao vender ou compartilhar

dados pessoais” e para como gerenciar os sinais de opt-out.

8) Transferéncias internacionais de dados

8.1 Onde seus dados sao processados Nossa sede principal esta na Unidao Europeia (Pol6énia). Os servicos sao
principalmente hospedados na UE. No entanto, alguns fornecedores de servicos e parceiros independentes (por
exemplo, para pagamentos, analise, suporte, sequranc¢a) podem processar dados pessoais fora do seu pais. Isso
pode incluir paises que ndao oferecem um nivel equivalente de protecdo de dados (por exemplo, os Estados
Unidos).

8.2 Medidas de protecao para transferéncias transfronteiricas (GDPR/EEA) Quando transferimos dados
pessoais para paises para os quais nao foi adotado um julgamento adequado da EEA, implementamos medidas

de protecdo adequadas. Por exemplo, podemos adotar as seguintes medidas:



e Celebrando cldusulas contratuais padrao da UE (SCC) com o destinatario e incluindo os requisitos pos-
transferéncia.

o Adotando medidas adicionais, se necessario (por exemplo, criptografia durante a transferéncia e
armazenamento, controles rigorosos de acesso, minimizacdo de dados, due diligence nos fornecedores).

Se aplicavel, podemos realizar transferéncias com base em uma decisao de adequacao da UE (por exemplo,

quando o destinatario adere ao framework de protecao de dados UE-EUA).

8.3 Transferéncia no Reino Unido (se aplicavel) Se posteriormente processarmos dados de residentes no Reino
Unido e transferirmos dados pessoais para fora do Reino Unido, utilizamos o UKIDTA ou as clausulas contratuais
padrao da UE (com as integracdes britanicas, se necessario) ou nos baseamos na regulamenta¢ao de adequagao

do Reino Unido.

8.4 Outros fundamentos legais para transferéncias especificas Em cenarios limitados, podemos confiar em
excec¢des legalmente permitidas (por exemplo, para a execu¢ao de um contrato a seu pedido, a

apuracao/exercicio/defesa de reivindica¢des legais ou seu consentimento explicito).

8.5 Como obter informacodes sobre as medidas de protecao para transferéncias Para solicitar detalhes sobre
as medidas de protecao para nossas transferéncias internacionais de dados, entre em contato conosco (veja a
Secao 15). Vocé também pode solicitar cdpias das SCC aplicaveis (modificadas para proteger clausulas

confidenciais).

8.6 Monitoramento dos fornecedores Realizamos avalia¢des de risco sobre os principais fornecedores que
processam dados pessoais e revisamos regularmente se suas medidas técnicas e organizacionais mantém um

nivel adequado de protecdo.

9) Armazenamento

Armazenamos dados pessoais apenas pelo tempo necessario para atingir os fins descritos nesta politica (veja a
Secdo 5). Isso inclui conformidade com requisitos legais, contabeis ou de relatérios, resolucdo de disputas e
cumprimento de contratos. Quando os dados nao forem mais necessarios, os eliminamos ou anonimizar. No

entanto, a legislacao aplicavel pode exigir ou permitir periodos de armazenamento mais longos.

9.1 Periodos/critérios de armazenamento por categoria

o Dados de conta e perfil (hnome, endere¢o de e-mail, configurag¢oes): Armazenados enquanto a conta
estiver ativa e posteriormente geralmente por no maximo 24 meses apoés a ultima atividade. Armazenados
para suporte, prevencao de fraudes e registro. Podem ser eliminados rapidamente, exceto quando o
armazenamento legal for necessario.

o Participacdo em testes e resultados (respostas, timestamps, pontuacoes, certificados/relatdrios):
Armazenados pelo periodo necessario para fornecer os resultados adquiridos, geralmente de 12 a 24 meses
apos a ultima atividade. Se exigido por lei, o periodo pode ser diferente.

e Assinaturas e registros de faturamento (planos, histdrico de faturas, faturas/comprovantes):
Armazenados pelo periodo exigido pela legisla¢ao fiscal e contabil (geralmente 7 anos na maioria das
jurisdicoes).

e Tokens de pagamento / metadados (excluindo os numeros dos cartdes): Armazenados pelo periodo
necessario para processar as transac¢des, prevenir fraudes e resolver disputas, geralmente pelo periodo de



armazenamento das transag(”)es.

e Comunicac¢des de suporte ao cliente (e-mails, tickets, anexos): Armazenadas enquanto a solicitacao
estiver aberta, geralmente por 12-24 meses apos o fechamento. Armazenadas para garantia de qualidade,
treinamento, defesa e apuracdo de reivindicacdes legais.

» Logs de seguranca / fraude (acessos, autenticacoes, indicadores de abuso): Armazenados conforme as
necessidades do ciclo de vida da sequranca, geralmente de 6 a 24 meses ou para investigacdes de incidentes
e conformidade legal de longo prazo.

o Dados analiticos / diagnésticos (métricas agregadas de uso, logs de erros): Armazenados de forma
identificavel pelo periodo necessario para resolucao de problemas, posteriormente agregados ou
anonimizados para analise de tendéncias a longo prazo.

o Documentacao legal / conformidade (consentimentos, solicitacdes de privacidade): Armazenados pelo
periodo exigido por lei (por exemplo, para cumprir com obrigacdes relacionadas aos consentimentos e
solicitacBes de direitos).

9.2 Cookies e tecnologias similares A duracdao dos cookies/SDK depende do tipo e do propésito. Cookies de
sessao expiram quando vocé fecha o navegador, enquanto cookies persistentes sao armazenados por um periodo
especificado, mas podem ser excluidos. Para mais detalhes e op¢des, consulte a Se¢ao 6 (Cookies, analise,
publicidade) e a ferramenta de configura¢des de cookies (e, se disponivel, a lista de cookies dentro da

ferramenta).

9.3 Anonimizagao e agregac¢ao Quando apropriado, anonimizar ou agregar os dados de forma que ndao possam
ser usados para identificar individuos. Esses dados sdo armazenados dessa forma e ndao tentaremos restaurar a
identidade. Dados agregados ou anonimizados podem ser usados para fins empresariais legitimos (por exemplo,

melhoria de servicos, estatisticas).

9.4 Critérios de armazenamento Ao determinar os periodos de armazenamento, consideramos os seguintes
critérios: (i) a quantidade, natureza e confidencialidade dos dados; (ii) o propdsito do processamento e se pode ser
alcancado por outros meios; (iii) requisitos legais/regulatérios; (iv) os riscos de abuso ou divulgacao; (v) obrigacdes

contratuais e capacidade de responder as solicita¢cdes dos usuarios.

9.5 Exclusdo mediante solicitacdo Cumprimos as solicitacdes de exclusdao conforme as leis aplicaveis e as
isencdes documentadas (por exemplo, obrigacdes fiscais/legais, seguranca, resolucao de disputas). Para mais

detalhes sobre como fazer uma solicitagao, consulte seus direitos (Secao 11 e 12).

10) Seguranca

Adotamos medidas razoaveis, tanto técnicas quanto organizacionais, para proteger os dados pessoais contra
destruicao acidental ou ilegal, perda, alteracao, divulgacao ou acesso nao autorizado. Essas medidas sao

adaptadas a natureza dos dados e as atividades de processamento, e sao regularmente revisadas.

As medidas de seguranca geralmente incluem:

o Controle de acesso e privilégio minimo: Acesso baseado em func¢des, compartilhamento minimo das
informacdes necessarias, protecdao por meio de autenticacao.

e Criptografia e seguranca das comunicacgdes: Criptografia, se necessario, durante a transmissao e o
armazenamento, e o uso de protocolos de transmissao seguros.



» Protecao de rede e aplicagdes: Segmentacdo, logs/monitoramento, gerenciamento de vulnerabilidades,
gerenciamento de mudancas.

e Monitoramento de fornecedores: Requisitos de seguranca contratuais para fornecedores de servicos e
revisao perioddica dos riscos.

e Resiliéncia e recuperacao: Procedimentos de backup e continuidade de negdcios/resposta a incidentes para
reduzir o tempo de inatividade e a perda de dados.

Nenhuma garantia absoluta Nenhuma forma de transmissdao ou armazenamento € completamente segura.

Trabalhamos para proteger suas informacdes, mas nao podemos garantir seguranca absoluta.

Resposta a incidentes e notificacdes Se reconhecermos uma violacdao de seguranca que envolva dados pessoais,
iniciaremos uma investigacao e, de acordo com as leis aplicaveis, notificaremos as partes interessadas e as

autoridades competentes.

Seu papel Vocé é responsavel pela confidencialidade das credenciais da sua conta. Se suspeitar de acesso nao

autorizado a sua conta, nos avise imediatamente (consulte a Secdo 4 e os métodos de contato para privacidade).

11) Seus direitos

Vocé tem direitos relativos aos seus dados pessoais, com base na legislacao aplicavel. Vocé pode fazer uma
solicitacao por meio de Suas escolhas de privacidade (link no cabecalho/rodapé) ou enviando um e-mail para

privacy@wwiqtest.com (ou info@wwiqtest.com). Antes de responder a sua solicita¢ao, verificaremos sua

identidade. Alguns direitos podem ser limitados ou isentos (por exemplo, se o cumprimento da solicitacdo violar

os direitos de outras pessoas ou obrigacdes legais).
11.1 UE/EEE

Se vocé reside na UE/EEE (e posteriormente no Reino Unido, se aplicavel), tem os seguintes direitos sob o GDPR (e,
se aplicavel, o UK GDPR):

e Direito de acesso — Vocé tem o direito de confirmar se seus dados pessoais estdo sendo processados e de
receber uma copia deles.

o Direito de retificacdo — Vocé tem o direito de corrigir dados pessoais imprecisos ou incompletos.

e Direito de exclusao — Em determinadas circunstancias, vocé tem o direito de solicitar a exclusao (por
exemplo, se ndo forem mais necessarios, se vocé retirou o consentimento e ndo houver outro fundamento
legal, ou se o processamento for ilicito).

e Direito de limitar o processamento — Em algumas situacdes, vocé tem o direito de solicitar a limitacdao do
processamento (por exemplo, se a precisao for contestada).

o Direito a portabilidade dos dados — Vocé tem o direito de receber os dados pessoais fornecidos em um
formato estruturado, de uso comum e legivel por dispositivo automatico e, se tecnicamente possivel, de
transferi-los para outro controlador (quando o processamento se baseia no consentimento ou no contrato e
é realizado por meios automatizados).

e Direito de oposicao — Vocé tem o direito de se opor ao processamento com base em interesse legitimo
(incluindo perfilagdao). Se ndo tivermos uma justificativa legitima ou se os dados forem necessarios para fins
legais, interromperemos o processamento. Além disso, vocé pode se opor ao processamento de dados para
fins de marketing direto a qualquer momento.



e Revogacao do consentimento — Se o processamento se baseia no consentimento (por exemplo, para
cookies/SDK nao essenciais ou para atividades de marketing especificas), vocé pode revoga-lo a qualquer
momento (consulte as configuracdes de cookies ou o link para cancelar a inscricdo no e-mail). Isso nao afeta
0 processamento legitimo realizado antes da revogacao.

Tempo de resposta: Responderemos a uma solicitacdo confirmada dentro de 1 més. Com base na complexidade

ou no numero de solicitacdes, isso pode ser estendido por até 2 meses, com notificacdo do motivo do atraso.

Reclamacgao: Vocé tem o direito de apresentar uma reclamacdo a uma autoridade de controle. Nosso principal
orgao de controle é o Escritério de Protecdao de Dados Pessoais (UODO) na Poldnia. Vocé também pode entrar em

contato com a autoridade de controle da sua regido.
11.2 Global

Dependendo da sua residéncia, vocé pode ter direitos sobre a protecdo de dados pessoais com base nas leis
aplicaveis em sua regido. Vocé é responsavel pela confidencialidade das credenciais da sua conta, e se suspeitar

de acessos nao autorizados, deve notificar imediatamente para info@wwiqtest.com. Trataremos sua solicitacao

de acordo com as leis locais e com esta politica.

Aviso: Os direitos e escolhas especificos da California (por exemplo, “Nao vender ou compartilhar” etc.) sdo

descritos na Secao 12 (Notificacdo de Privacidade da Califérnia).

12) Notificacao de Privacidade da Califérnia
(CPRA)

Esta secdo se aplica apenas aos residentes da Califérnia e complementa outras politicas. Os termos “venda”,
“compartilhamento”, “fornecedores de servicos”, “informac¢des pessoais confidenciais (SPI)” sao definidos pelo
CCPA/CPRA. Vocé pode ter direitos relativos aos seus dados pessoais com base nas leis aplicaveis. Para fazer uma

solicitacao, vocé pode enviar um e-mail para info@wwiqtest.com (enviando da sua e-mail registrada). Antes de

responder a sua solicitacao, verificaremos sua identidade (também aceitamos solicitacdes por meio de
representantes, se permitido). Alguns direitos podem ser limitados ou isentos (por exemplo, se atender a

solicitacdo violar os direitos de outras pessoas ou obrigacdes legais).
12.1 Notificacdo no momento da coleta (Ultimos 12 meses e futuros)

As categorias de informacdes pessoais que coletamos nos ultimos 12 meses (e no futuro) sdao as sequintes:

 Identificadores (por exemplo, nome, e-mail, endereco IP, ID de conta, ID de cookie/publicitario).

Registros de clientes/faturamento (por exemplo, compras, status de assinaturas, referéncias de
pagamento tokenizadas, se pertinente os ultimos 4 digitos — ndao armazenamos o numero completo do
cartao).

Informacgdes comerciais (por exemplo, produtos comprados, informacdes sobre provas/renovacdes).

Atividades na Internet/rede (por exemplo, detalhes de dispositivo/navegador, paginas visitadas, cliques,
timestamps).

Informacoes de localizacao aproximada (derivadas do endereco IP).
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o Inferéncias geradas por nés (por exemplo, grupos baseados em pontuac¢des usadas para gerar relatorios
ou personalizar a experiéncia do servico).

o **Informacdes pessoais confidenciais (SPI)** referem-se apenas as informacdes de autenticacdo da conta (e-
mail/nome de usudrio + senha).

Categorias de dados ndo coletados: Nao coletamos as seguintes informacdes: caracteristicas de classes
protegidas, dados biométricos, dados sensoriais, dados profissionais/emprego, dados educacionais, informacdes

de localizacdo exata, IDs governamentais ou categorias especiais como saude ou dados biométricos.

Fontes de coleta: De vocé (quando usa os servicos ou faz solicitacdes de suporte), automaticamente dos
dispositivos/navegadores (por meio de cookies/SDK), dos fornecedores de servi¢os (por exemplo, analise,
prevencao de fraudes, processamento de pagamentos), e de fontes publicas/comerciais limitadas (por exemplo,

pesquisa de localizacao de IP).

Objetivo: Prestacdo de servicos (testes/resultados, IQBooster), gerenciamento de conta, processamento de
compras/atualiza¢des, suporte, manutencdo de seguranca/prevencao de fraudes, analise e melhoria do servico,

marketing permitido, cumprimento de obrigacdes legais/compliance.

Destinatarios: Compartilhamos as informac¢8es pessoais com os seguintes terceiros:

e Fornecedores de servicos que tratam dados em nosso nome (hospedagem/CDN, sequranca/prevencao de
fraudes, analise/monitoramento, diagndstico, ferramentas de suporte, distribuicdo de e-mails, logistica de
faturamento).

e Fornecedores independentes que fornecem servicos escolhidos por vocé (por exemplo, PayPal).

e Quando solicitado legalmente ou durante transacdes comerciais (Se¢ao 7).

Armazenamento: Armazenamos os dados pessoais de acordo com o que estd indicado na se¢do 9
(Armazenamento) (por exemplo, os dados da conta ativa, os registros de transacdes geralmente por 7 anos, 0s
registros de seguranc¢a sao armazenados durante o ciclo de vida da seqguranca, os cookies sao armazenados por

sua duracado).

Venda/Compartilhamento:
e Ndo vendemos dados pessoais por motivos econémicos.

e Podemos compartilhar dados pessoais (principalmente identificadores online, atividades na Internet/rede,
etc., para publicidade comportamental direcionada). Para mais detalhes, consulte a se¢cdao “Opt-out da
venda/compartilhamento” abaixo.

12.2 Dados Pessoais Sensiveis (SPI)

Tratamos apenas as informacdes de autenticacdo da conta (e-mail/nome de usuario + senha) para fins de
autenticacdo, seguranca e prevencao de fraudes. Nao utilizamos dados sensiveis para outros fins. Portanto, nao

aplicamos “restri¢cdes sobre o uso de dados sensiveis”.
12.3 Direitos na Califérnia e como exercé-los

Seus direitos podem estar sujeitos a exce¢des, mas os residentes na Califérnia tém os seguintes direitos:

1. Direito de acesso/informacdes (incluindo dados especificos)
2. Direito de cancelamento



3. Direito de corrigir dados pessoais imprecisos
4. Direito a portabilidade (transferéncia de dados)
5. Direito de optar por nao vender ou compartilhar (incluindo publicidade comportamental interconectada)

Nao discriminaremos aqueles que exercem seus direitos sob a lei da Califérnia (por exemplo, ndao negaremos

servicos, preco diferente, reducdo de qualidade, etc.).

Como enviar as solicitacoes: use as opcoes de selecao de privacidade (link no cabecalho ou

rodapé) ou envie um e-mail para info@wwiqtest.com.

e Apés receber a solicitacdo, vamos analisa-la em até 10 dias e responder em até 45 dias (com possivel
extensdao de mais 45 dias, se permitido).

e Verificaremos sua identidade (se aplicavel, também a autorizacdao de um representante). Um representante
precisara fornecer uma autorizacdo por escrito ou uma procuracao.

Opt-out da venda/compartilhamento Vocé pode enviar uma solicitacao para “Nao vender/compartilhar meus
dados pessoais” e gerenciar as configura¢des de cookies. O opt-out se aplica a cada navegador/dispositivo, mas

se configurado quando vocé estiver logado, as configura¢des também se aplicardo a outros dispositivos.

Prioridade de opt-out Respeitamos os sinais de opt-out prioritarios reconhecidos, como o Global Privacy Control
(GPCQ). Este sinal é valido para cada navegador/sessao. Para estender o opt-out para outros dispositivos, faga login

e use o link “Nao vender/compartilhar meus dados pessoais”.

Menores (abaixo de 18 anos) Ndo oferecemos servicos para consumidores abaixo de 18 anos e ndo coletamos
nem vendemos intencionalmente dados pessoais de menores. Se descobrirmos que coletamos dados pessoais de
um menor, vamos exclui-los. Se vocé achar que possuimos dados pessoais de um menor, entre em contato

conosco por meio das op¢des de selecdo de privacidade ou envie um e-mail para info@wwiqgtest.com.

13) Menores e Adolescentes

Somente maiores de 18 anos

e Este servico é destinado a individuos com 18 anos ou mais (consulte os Termos de Servico). Pessoas com
menos de 18 anos ndo devem usar este servico.

Nao coletamos dados de menores de 13 anos

e Ndo coletamos intencionalmente dados pessoais de criancas menores de 13 anos. Se um pai ou tutor
acreditar que uma crianca forneceu dados pessoais, entre em contato conosco imediatamente por meio das
op¢Oes de selecdo de privacidade ou enviando um e-mail para privacy@wwiqtest.com.

Resposta a descoberta de dados de menores

e Se descobrirmos que coletamos dados pessoais de um menor (com menos de 18 ou 13 anos), tomaremos as
seguintes acoes:

o Excluir imediatamente os dados coletados de forma inadequada.
o Interromper o acesso aos servigos associados aos dados.

o Adotar medidas para prevenir a coleta futura de dados.



Podem ser solicitadas informac¢des de um pai ou tutor para verificar a exclusdo dos dados.

14) Métodos de Contato

Para duvidas ou solicitacdes relacionadas a esta Politica de Privacidade ou aos seus dados pessoais, entre em

contato conosco utilizando os seguintes métodos:
e E-mail:

o privacy@wwiqtest.com

o info@wwiqtest.com

Endereco postal:
CELL.KOMUNIKACIJA Sp. z o.0.
Ul. Rynek Gtéwny 28

31-010 Cracdvia, Voivodato da Pequena Poldnia, Polbdnia

15) Alteracoes na Politica

Método de notificacao

e Em caso de altera¢des importantes, informaremos os usuarios por meios apropriados (por exemplo,
publicando um aviso claro no site ou enviando uma notificacdo para o endereco de e-mail associado a conta).

Momento da aplicacao das alteracoes

o Alteracdes significativas entram em vigor dentro de 7 dias apds a notifica¢ao, salvo indicacdo de um periodo
mais longo ou em caso de obrigacdes legais.

o Alteracdes devido a necessidades legais, regulatdrias, de seguranca ou operacionais entram em vigor
imediatamente, conforme exigido pela lei.

Suas opcoes

Se vocé ndo aceitar as atualizacdes da politica, pode interromper o servico, ajustar suas configurac¢des preferidas
(por exemplo, as configuracdes de cookies) e, se necessario, cancelar a assinatura (consulte os Termos de

Servi¢o). Ao continuar a usar o servigo, vocé aceita a politica atualizada.
Nao retroatividade das alteracdes

As atualizacdes desta Politica de Privacidade nao se aplicam retroativamente a disputas ocorridas antes da data

da atualizacao.
Ultima atualizagdo: 16 de outubro de 2025

* Nosso conteudo é fornecido em varios idiomas por meio de traducao assistida por IA e humanos. Embora
facamos o nosso melhor para garantir a precisao, a versao em inglés é considerada o texto oficial e legalmente

vinculativo.



